PERSON COUNTY YOUTH CONNECT
INTERNAL CONTROL POLICY

SEGREGATION OF DUTIES
No single person should have control over all parts of a transaction. Segregating these
duties helps to reduce the organization’s risk of fraud and prevent errors or mistakes.

The person who requests an expense should not approve that expense.
The person who approves an expense should not maintain the accounting records.

The person who receives payments or opens the mail should not make bank deposits or
maintain the accounting records.

RECONCILIATIONS

The organization’s financial accounts should be reconciled on a regular basis to ensure
that all transactions are properly approved, recorded, coded, and documented. Any
errors or discrepancies should be researched and addressed in a timely manner.

All bank accounts, credit card accounts, and other financial accounts should be
reconciled on a quarterly basis.

The financial institution’s monthly statements should be compared to accounting
records and all available supporting documentation, checking for mathematical
accuracy and proper categorization of each transaction.

Any accounting errors, discrepancies, or omissions should be immediately researched,
resolved, and documented.

AUTHORIZATIONS AND APPROVALS
Proper authorization and approval must be obtained before a transaction is processed.

Transactions may be authorized by signature or electronic approval. In the case of
electronic approvals, the approver’s password should never be shared with another
person.



The approver is responsible for reviewing all supporting documentation and ensuring
that the transaction is appropriate, accurate and compliant with all of the organization’s
policies, rules, and regulations.

SUPPORTING DOCUMENTATION
Documentation should be provided to provide clear evidence or support of each
transaction.

All expenses should include an itemized invoice, purchase order, and/or receipt showing
the payee name and remittance information, the amount of the expense, and the
purpose of the expense.

All revenues and donations should include a sales receipt or transaction report showing
the date of the transaction, the method and amount of payment, and the purpose of the
payment, including any donor restrictions.

Supporting documentation should be saved to a physical and/or electronic location
(such as an on-site file room or cloud-based document storage system) and retained for
a predetermined period of time.



